AUTHORITY

Personalization of the certificate

selection menu in Adobe Acrobat

For users with multiple certificates, it can be a problem to immediately identify the
appropriate type of certificate with which they currently need to sign the document.

The following guide describes how to set up unique identification of signing or sealing
certificates in Adobe Acrobat.

Opening the relevant menu

Path: Menu - Preferences — Signatures — Identities and Trusted Certificates

Preferences

Categories:

Commenting
Documents
Full Screen
General
Page Display

Accessibility

Adobe Online Services
Email Accounts
Forms

Identity

Internet

JavaScript

Language

Measuring (2D}
Measuring (3D}
Measuring (Geo)
Multimedia & 3D
Multimedia (legacy)
Multimedia Trust (legacy)
Reading

Reviewing

Search

Security

Security (Enhanced)
Signatures

*

Digital Signatures

Creation & Appearance

- Control options for signature creation

More_.
- Set the appearance of signatures within a document

Verification

- Control how and when signatures are verified More._

Identities & Trusted Certificates

- Create and manage identities for signing

More..
- Manage credentials used to trust documents

Document Timestamping

- Configure timestamp server settings More

Selecting the certificate

In the "Digital IDs" menu, select a certificate which you would like to change the
identification for and click on the "pencil” icon in the top bar.
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Choose personalize
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Choosing a descriptive name
Personalize Your Digital 1D X

Wou can pick the friendly name to use with this digital 1D when
signing. This information is not included in the signature.
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Final selection and appearance

Subsequently, when you sign or use certificates in Adobe, you will see the personalized
Digital ID names in the certificate selection menu.

Sign with a Digital ID X

Choose the Digital ID that you want to use for signing:
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